
For Mac users:

1. Download and install the certificate chain of trust installer found in http://i.gov.ph/wp-

content/uploads/2015/06/CA-Certificates-CRT.zip

2. Unzip the downloaded file.

3. Double-click on the file PhilippineRootCA.crt 
4. A popup window should appear. Select System from the drop down list then click on Add.


5. Enter the password for your username then click on Modify keychain.


6. You should notice a red warning that the root certificate is not trusted. Click on Always 
trust to trust the certificate.


http://i.gov.ph/wp-content/uploads/2015/06/CA-Certificates-CRT.zip
http://i.gov.ph/wp-content/uploads/2015/06/CA-Certificates-CRT.zip


7. You should be prompted with your account password. Enter your password again and 
click on Update Settings. 


8. Click on Always trust this certificate.

9. Install PhilippineGovernmentCA.crt, GovSSL.crt, GovSigningCA.crt and 

GovAuthenticationCA.crt files using the same procedures as steps 3-8.


NOTE: You may install your digital certificate (.p12 file) following the same procedure as above. 
Enter your backup password when asked.





